COVENANT HEALTH
NOTICE OF PRIVACY PRACTICES

Effective Date: 02/16/2026

THIS NOTICE DESCRIBES HOW MEDICAL INFORMATION ABOUT YOU MAY BE USED AND
DISCLOSED AND HOW YOU CAN GET ACCESS TO THIS INFORMATION. PLEASE REVIEW THIS
NOTICE CAREFULLY.

This Notice of Privacy Practices (“Notice”) describes the privacy practices of all medical practices and
facilities owned or operated by Covenant Health and its affiliates who are part of the Covenant Health
Affiliated Covered Entity (“Covenant Health ACE”), including how we may use and disclose protected
health information (“PHI”) about you and how you can access your PHI. PHI is information about you,
including demographic information, that may identify you and that relates to your past, present, or
future physical or mental health or condition and related health care services. An ACE is a group of
covered entities, health care providers or health plans under common ownership or control that
designates itself as a single entity for purposes of compliance with the Health Insurance Portability and
Accountability Act of 1996, as amended (“HIPAA”).

The members of the Covenant Health ACE will share your PHI with each other for the treatment,
payment, and health care operations of the Covenant Health ACE and as permitted by HIPAA and this
Notice. Please visit our website at https://covenanthealth.net/ for a current list of the members of the
Covenant Health ACE. The list also will be made available upon request.

We are required under HIPAA to maintain the privacy of your PHI, to provide you with notice of our legal
duties and privacy practices with respect to your PHI, and to notify affected individuals if a breach of
unsecured PHI occurs. This Notice describes how we may use and disclose your PHI to carry out
treatment, payment, or health care operations and for other specified purposes that are permitted or
required under HIPAA. This Notice also describes your rights under HIPAA with respect to your PHI.

We follow the confidentiality protections of 42 C.F.R. Part 2 ("Part 2") for substance use disorder records
subject to Part 2 ("Part 2 Records") and our facilities or programs specializing in substance use disorder
treatment (“Part 2 Programs”) also follow the privacy practices described in the PART 2 PROGRAM
ADDENDUM attached to this Notice ("Part 2 Program Addendum"). Please note, the Part 2 Program
Addendum only applies if you are receiving services from the Part 2 Program as described therein.

Your HIPAA Rights

You have the following rights with respect to your PHI:

e Obtain a paper copy of this Notice upon request. You may request a paper copy of this Notice,
even if you previously agreed to receive the Notice electronically.

e Request restrictions on certain uses and disclosures of your PHI. You have the right to request
restrictions on certain uses and disclosures of your PHI. In your request, please identify: (i) the
information you wish to be restricted; (ii) how you want the information restricted; and (iii) to
whom you wish the restrictions to apply. We are not required to agree to any such restrictions,
except where a disclosure of your PHI (i) is to a health plan for the purpose of carrying out
payment or health care operations, (ii) is not otherwise required by law, and (iii) relates only to


https://covenanthealth.net/

a health care item or service for which you (or someone on your behalf) have paid us in full. We
will not use or disclose your PHI in violation of any restrictions we agree to, other than as
required by law, in an emergency, or when the information is necessary to treat you.

e Inspect and obtain a copy of your PHI. Subject to certain exceptions, you have the right to access
and obtain a copy of your PHI that may be used to make decisions about you for as long as we
maintain the PHI. You may request that copies of your PHI be sent to another entity or person.
You may be charged a reasonable fee for the costs of copying, transmitting, or mailing your PHI.
We may deny your request to inspect and copy your PHI in certain limited circumstances. If you
are denied access to your PHI, you may request that the denial decision be reviewed.

e Request an amendment of your PHI. If you believe that PHI we maintain about you is incomplete
or incorrect, you may request that we amend the PHI. You may request an amendment for as
long as we maintain the PHI. In certain cases, as permitted under HIPAA, we may deny your
request for amendment. For example, the request may be denied if you request to amend
information that was not created by us, is not part of our records, or is not part of the
information you would be permitted to inspect and copy, or if we determine the records are
accurate and complete. If your request for an amendment is denied, you have the right to file a
statement of disagreement with the decision and we may provide a rebuttal to your statement.

e Receive an accounting of disclosures of your PHI. You have the right to receive an accounting of
certain disclosures of your PHI made by us for the six (6) years prior to the date you request the
accounting. This right applies to most disclosures that are made for purposes other than
treatment, payment, or health care operations. The accounting will also exclude disclosures we
have made directly to you, disclosures to friends or family members involved in your care,
disclosures made pursuant to your written authorization, disclosures for national security
purposes, and disclosures for notification purposes. The right to receive an accounting is subject
to certain other exceptions, restrictions, and limitations under HIPAA. Your request for an
accounting must specify the relevant time period for which you would like an accounting, which
may not exceed six (6) years. The first accounting you request within a twelve (12)-month period
will be provided free of charge, but you may be charged for the cost of providing additional
accountings within the same twelve (12)-month period. Following your request for an
accounting, you will be notified of the cost associated with providing the accounting and you
may choose to withdraw or modify your request at that time.

e Request confidential communications of your PHI by alternative means or at alternative
locations. You may request that we contact you about medical matters only in writing or at a
different residence or post office box than the one at which you receive your mail. To request
confidential communication of your PHI, please specify how or where you would like to be
contacted. We will accommodate all reasonable requests for communicating via alternative
means or locations.

You may exercise any of the rights set forth above by contacting our Privacy and Compliance Office as
specified in the How to Contact Us section of this Notice.

Examples of How We May Use and Disclose PHI




The following categories describe and provide examples of different ways that we may use and disclose
your PHI. Additional restrictions may apply to Part 2 Records received or maintained by Part 2 Programs
as described in the Part 2 Addendum.

Treatment: We may use or disclose your PHI to treat you and coordinate and manage your health care
and related services with your health care providers. For example, we will share your PHI with doctors,
nurses, technicians, therapists, and other people who are taking care of you. We may contact you to
communicate treatment options, wellness and educational programs, and other health-related benefits
or services that may interest you. We may disclose medical information about you to people outside of
the Covenant Health ACE who provide services related to your care, such as home health agencies.

Payment: We may use or disclose your PHI to receive payment for health care treatment, services, and
supplies you receive from our health care providers. For example, we give your health plan the
information it requires before it will pay us. We also may disclose information to other health care
providers to assist them in obtaining payment for services they have provided to you. We may share
your information with other health care providers, health care clearinghouses, or health plans for their
payment purposes as permitted by law.

Health care operations: We may use or disclose your PHI to operate our facilities and practices, provide
you with health care services, and contact you when necessary. The Covenant Health ACE closely works
together to improve health care operations across the Covenant Health system, and we may use PHI for
those activities. We may also share PHI with another health care provider who has treated you, or with
your insurance company. This may be done when the information is needed for the health care
operations of the health care provider or the insurance company, such as quality improvement
activities, evaluations of health care professionals, and state and federal regulatory reviews.

Business associates: We may share your PHI with certain business associates who provide services on
our behalf, such as software vendors and communication service providers. To protect your PHI, we
require each business associate to sign an agreement that obligates it to appropriately safeguard your
PHI.

Communication with individuals involved in your care or payment for your care: We may, using our
professional judgment, disclose your PHI to a family member, other relative, close personal friend, or
any person you identify, if the PHI is relevant to that person’s involvement in your care or payment
related to your care.

As required by the Secretary of Health and Human Services: We may be required to disclose your PHI
to the Secretary of Health and Human Services so that the Secretary may investigate or determine our
compliance with HIPAA.

Food and Drug Administration (FDA): We may disclose to the FDA or its agents your PHI that relates to
adverse events with respect to drugs, foods, supplements, products and product defects or post-
marketing surveillance information to enable product recalls, repairs or replacement.

Workers’ compensation: We may disclose your PHI to the extent authorized by and to the extent
necessary to comply with state laws relating to workers’ compensation or other similar programs
established by law.

Public health: We may disclose your PHI to public health or legal authorities charged with preventing or
controlling disease, injury or disability.



Law enforcement: We may disclose your PHI for law enforcement purposes as required by law or in
response to a validly issued subpoena or other legal process, including state and federal prescription use
monitoring programs.

National security and intelligence activities: We may disclose your PHI to authorized federal officials for
intelligence, counterintelligence, and other national security activities when required to do so and such
disclosure is authorized by law.

As required by law: We may disclose your PHI when required to do so by law.

Health oversight activities: We may disclose your PHI to an oversight agency for activities authorized or
monitored by law. These oversight activities include audits, investigations, and inspections as needed for
our licensure and for the government to monitor the health care system and government programs, as
well as compliance with civil rights laws.

Judicial and administrative proceedings: If you are involved in a lawsuit or a dispute, we may disclose
your PHI in response to a court or administrative order. We may also disclose your PHI in response to a
subpoena, discovery request, or other lawful process by someone else involved in the dispute, but only
if efforts have been made to tell you about the request or to obtain an order protecting the requested
PHI. Additional restrictions may apply to Part 2 Records received or maintained by Part 2 Programs as
described in the Part 2 Addendum.

Research: We may disclose your PHI to researchers when their research has been approved by an
institutional review board that has reviewed the research proposal and established protocols to ensure
the privacy of your information.

Coroners, medical examiners, and funeral directors: We will not disclose your PHI to a coroner, medical
examiner, or funeral director without your authorization unless required to do so by law. Such
disclosure may be necessary, for example, to identify a deceased person or determine the cause of
death. We may also disclose PHI to funeral directors to assist them in carrying out their responsibilities,
provided such disclosure is consistent with applicable law.

Organ or tissue procurement organizations: We may, consistent with applicable law, disclose your PHI
to organ procurement organizations or other entities engaged in the procurement, banking, or
transplantation of organs for the purpose of tissue donation and transplant.

Correctional institution: If you are or become an inmate of a correctional institution, we may disclose to
the institution or its agents your PHI to the extent necessary for your health and safety or the health and
safety of others.

To avert a serious threat to health or safety: We may use and disclose your PHI when necessary to
prevent a serious threat to your health and safety or the health and safety of the public or another
person.

Specialized government functions: We may disclose PHI for purposes related to the military or national
security concerns, such as for the purpose of a determination by the Department of Veterans Affairs of
your eligibility for benefits. We may also disclose PHI about foreign military personnel to the appropriate
military authority.

Victims of abuse, neglect, or domestic violence: We may disclose your PHI to a government authority,
such as a social service or protective services agency, if we reasonably believe you are a victim of abuse,



neglect, or domestic violence. We will only disclose this type of information to the extent required by
law, if you agree to such disclosure, or if the disclosure is permitted by law and we believe it is necessary
to prevent serious harm to you or someone else, or if the law enforcement or public official that is to
receive the report represents that such disclosure is necessary and will not be used against you.

Health Information Exchange: For Maine facilities and patients only, we participate in the statewide
Health Information Exchange designated by the State of Maine, called HealthiInfoNet (HIN). HIN is an
electronic repository for health care providers to share PHI to support treatment and continuity of care.
You do not have to participate in HIN to receive care. To opt out, please visit www.hinfonet.org or call 1-
866-592-4352.

Facility Directory: Your PHI may be used in our facility directory listing your name and room, unless you
ask us not to.

Fundraising: We may contact you for fundraising efforts, but you have the right to opt-out of receiving
fundraising communications.

Other Uses and Disclosures of PHI

We will obtain your written authorization before using or disclosing your PHI for purposes other than
those provided for in this Notice or as otherwise permitted or required by applicable law. Your
authorization is required for any use or disclosure of PHI for marketing communications or sales of PHI
that involve financial remuneration to us, as well as disclosures of psychotherapy notes except in certain
limit circumstances. You may revoke an authorization at any time by submitting a written revocation to
our Privacy and Compliance Office as specified in the How to Contact Us section of this Notice. Please
note that we may be required by applicable law to retain certain of your PHI.

Other Restrictions on Uses and Disclosures of PHI

The uses and disclosures of your PHI described above are permitted or required by federal law.
Whenever we use, disclose or request your PHI, we will make reasonable efforts not to use, disclose or
request more than the minimum amount of PHI necessary to accomplish the intended purpose for the
use, disclosure, or request, taking into consideration practical and technological limitations.

Restrictions on Substance Use Disorder Records

We may receive Part 2 Records about you from a substance use disorder treatment program subject to
Part 2 pursuant to a written consent you provide to such program, and we may use and disclose those
Part 2 Records for treatment, payment, and health care operations and for other purposes permitted
under HIPAA as described in this Notice. However, we will not use or disclose such Part 2 Records, or
testimony that relays the content of such Part 2 Records, for purposes of civil, criminal, administrative,
or legislative proceedings against you without your written consent or an appropriate court order that
meets the requirements of Part 2 and is accompanied by a subpoena or other legal requirement
compelling disclosure.

To Report a Problem

If you have questions or would like additional information about our privacy practices, you may contact
our Privacy and Compliance Office as specified in the How to Contact Us section of this Notice. If you
believe your privacy rights have been violated, you can file a written complaint with our Privacy and
Compliance Office as specified in the How to Contact Us section of this Notice or with the Secretary of



the United States Department of Health and Human Services. There will be no retaliation against you for
filing a complaint.

Updates to this Notice

We may update this Notice from time to time and without prior notice to you to reflect changes in our
privacy practices and the updated Notice will be effective for all PHI that we already have about you, as
well as any of your PHI that we may receive, create, or maintain in the future. If changes are made to this
Notice, an updated Notice will be posted on our website and made available in our facilities upon request.

How to Contact Us

If you have any questions or need further information about this Notice, you may contact our Privacy
and Compliance Office via our Patient Relations line at (844) 894-5534 or email us at Compliance-
Privacy@covenanthealth.net.
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PART 2 PROGRAM ADDENDUM TO NOTICE OF PRIVACY PRACTICES
(For Substance Use Disorder Treatment Records)

If you receive services from St. Mary’s Center for Recovery or another facility or program holding itself
out as providing substance use disorder services (“Part 2 Program”), the confidentiality protections of 42
C.F.R. Part 2 ("Part 2") protect your substance use disorder treatment records, including the fact that
you are enrolled in the Part 2 Program and other information that would identify you as having or
having had a substance use disorder (collectively, "Part 2 Records").

The Part 2 Program will comply with Part 2 and abide by this Part 2 Program Addendum ("Addendum")
as currently in effect with respect to your Part 2 Records. We also follow the Notice of Privacy Practices
to the extent it is more restrictive or provides you with more rights than this Addendum. To the extent
other applicable law is more protective than Part 2, we will comply with that law.

THE NOTICE OF PRIVACY PRACTICES AND THIS ADDENDUM DESCRIBE:
e HOW HEALTH INFORMATION ABOUT YOU MAY BE USED AND DISCLOSED
e  YOURRIGHTS WITH RESPECT TO YOUR HEALTH INFORMATION
e HOW TO FILE A COMPLAINT CONCERNING A VIOLATION OF THE PRIVACY OR SECURITY OF YOUR
HEALTH INFORMATION, OR OF YOUR RIGHTS CONCERNING YOUR INFORMATION

YOU HAVE A RIGHT TO A COPY OF THE NOTICE OF PRIVACY PRACTICES AND THIS ADDENDUM (IN PAPER
OR ELECTRONIC FORM) AND TO DISCUSS IT WITH THE PRIVACY AND COMPLIANCE OFFICE AT
Compliance-Privacy@covenanthealth.net OR THE PHONE NUMBER AT THE END OF THIS ADDENDUM IF
YOU HAVE ANY QUESTIONS.

How We May Use and Disclose Part 2 Records Without Your Written Consent

We may use and disclose your Part 2 Records without your written consent under the following
circumstances

e Medical Emergencies. We may disclose your Part 2 Records to medical personnel to the extent
necessary to meet a bona fide medical emergency in which your prior written consent cannot be
obtained. We may also disclose your Part 2 Records to medical personnel of the Food and Drug
Administration (FDA) who assert a reason to believe that your health may be threatened by an
error in the manufacturer, labeling, or sale of a product under FDA jurisdiction and that your
Part 2 Records will be used for the exclusive purpose of notifying you or your physician of
potential danger.

¢ Scientific Research. Under certain circumstances, we may use and disclose your Part 2 Records
without your consent for scientific research purposes. Generally, we would first obtain your
written consent; however, in certain circumstances, we may be permitted to use or disclose
your Part 2 Records for research purposes without your consent to the extent permitted by
HIPAA, the FDA and HHS regulations regarding the protection of human subjects.

¢ Audits and Program Evaluations. Under certain circumstances we may use or disclose your Part
2 Records in connection with a management or financial audit or a program evaluation. For
example, in certain situations, we may disclose your identifying information to a federal, state,
or local government agency that provides financial assistance to the Part 2 Program or is
authorized by law to regulate the activities of the Part 2 Program. We may also disclose your
identifying information to a third-party payer or health plan covering the services provided to
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you, a quality improvement organization (QIO) performing QIO review of the Part 2 Program or
an entity with direct administrative control over the Part 2 Program.

e Public Health. We may disclose Part 2 Records to a public health authority for public health
purposes. However, the contents of the information from the Part 2 Records disclosed will be
de-identified in accordance with the requirements of HIPAA, such that there will be no
reasonable basis to believe that the information can be used to identify you.

e Qualified Service Organizations. We may share Part 2 Records with qualified service
organizations who provide certain services to us or on our behalf and who are required to agree
in writing to protect Part 2 Records.

e Crimes. We may disclose limited information to law enforcement to report a crime or
threatened crime on our premises or against our personnel.

e Suspected Child Abuse and Neglect Reports. We may disclose information to the appropriate
authorities to report suspected child abuse and neglect as required by state law.

e Court Order with Legal Mandate. We may disclose Part 2 Records, or testimony relaying the
content of such Part 2 Records, pursuant to a specific court order after notice and an
opportunity to be heard is provided to you or the holder of the record as required by Part 2. The
court order must also be accompanied by a subpoena or other similar legal mandate compelling
disclosure before the requested record is used or disclosed.

e Fundraising. We may use or disclose your Part 2 Records to fundraise for the benefit of the Part
2 Program, but you have the right to opt-out of receiving fundraising communications.

We will only use or disclose your Part 2 Records without your written consent as described in this
Addendum. To the extent other applicable law is more protective than Part 2, we comply with that law.

How We May Use and Disclose Part 2 Records with Your Written Consent

We may use and disclose your Part 2 Records with your written consent as follows:

¢ Treatment, Payment, and Healthcare Operations. We may use and disclose your Part 2 Records
for treatment, payment and health care operations, as described in the Notice of Privacy
Practices, with your written consent. You may provide a single consent for all future uses or
disclosures for treatment, payment and health care operations. For example, you may give us
permission to share your Part 2 Records with your treating providers or health plans for
treatment, payment and health care operations. Part 2 Records disclosed to another Part 2
program or a covered entity or business associate subject to HIPAA pursuant to your written
consent for treatment, payment and health care operations may be further disclosed by that
recipient to the extent permitted by HIPAA. However, your Part 2 Records cannot be used or
disclosed in civil, criminal, administrative, or legislative proceedings against you without your
written consent or a special type of court order that is specific to substance use disorder records
and is accompanied by a subpoena or other legal requirement compelling disclosure.

¢ Central Registry or Withdrawal Management Program. We may disclose your Part 2 Records to
a central registry or to any withdrawal management or treatment program with your written
consent. For example, if you consent to participating in a drug treatment program, we can



disclose your information to the program to coordinate care or to a central registry to avoid
duplicate enrollment.

Criminal Justice System. We may disclose information from your Part 2 Records to persons
within the criminal justice system who made your participation in the Part 2 Program a
condition of the disposition of any criminal proceeding against you with your written consent.
For example, if you consent, we can inform a court-appointed officer, prosecutor or law
enforcement about your treatment status as part of a legal agreement or sentencing conditions.

Prescription Drug Monitoring Program. We may report any medication prescribed or dispensed
by us to the applicable state prescription drug monitoring program if required by applicable
state law. However, we will obtain your consent prior to reporting such information.

Legal Proceeding Against a Patient. We will not use or disclose Part 2 Records, or testimony
relaying the content of Part 2 Records, in any civil, administrative, criminal, or legislative
proceeding against you unless such use or disclosure is pursuant to your specific written consent
or a specific court order meeting the requirements of Part 2 as described above.

Designated Person or Entities. We may use and disclose your Part 2 Records in accordance with
your written consent to any other person or category of persons identified or generally
designated in your consent. For example, if you consent to a disclosure of your Part 2 Records to
your spouse or a healthcare provider, we will share your health information with them as
outlined in your consent.

You may revoke your written consent to use or disclose your Part 2 Records at any time by sending a
written request to our Privacy and Compliance Office listed at the end of this Addendum. If you would
like an alternative revocation process, please contact our Privacy and Compliance Office by phone. Your
revocation will not apply to the extent we already used or disclosed your Part 2 Records based on your
written consent.

Your Patient Rights

In addition to the patient rights listed in the Notice of Privacy Practices, you have:

the right to request restrictions on disclosures of your Part 2 Records for purposes of treatment,
payment, and health care operations made with your prior written consent;

the right to request and obtain restrictions on disclosures of your Part 2 Records to your health
plan for those services for which you have paid in full;

the right to request a list of any Part 2 Record disclosures by an intermediary (such as a health
information exchange) for the prior 3 years, including information about who received your
records, the date of the disclosure, and the information that was disclosed;

the right to receive a paper or electronic copy of the Notice and this Addendum upon request;

the right to discuss the Notice of Privacy Practices and this Addendum with our Privacy and
Compliance Office; and

the right to elect not to receive fundraising communications.



To exercise these rights, please submit a written request to our Privacy and Compliance Office listed at
the end of this Addendum.

Part 2 Program Complaints

If you believe your rights under Part 2 or this Part 2 Program Addendum have been violated, you may
file a complaint with the Part 2 Program and/or with the Secretary of the U.S. Department of Health and
Human Services. You will not be retaliated against for filing a complaint. To file a complaint with the
Part 2 Program, submit a written complaint to our Privacy and Compliance Office listed at the end of this
Addendum.

Updates to this Addendum

We reserve the right to change the terms of this Addendum and to make the updated Addendum effective
for all Part 2 Records maintained by the Part 2 Program. If changes are made to this Addendum, an
updated Addendum will be posted on our website and made available at the Part 2 Program upon request.

Contact Information for our Privacy and Compliance Office

Patient Relations line at (844) 894-5534
Email at Compliance-Privacy@covenanthealth.net

Effective Date: 02/16/2026
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